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**Topic**
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**Описание предметной области**

Данный топик охватывает такие предметные области, как вредоносное ПО (malware), теорема о центральной многообразии (center manifold theorem) и компьютерные черви (worms). Вредоносное ПО – это программное обеспечение, разработанное для нанесения вреда компьютерным системам и пользователям. Center Manifold Theorem это - теорема из области математики, которая используется для изучения динамики систем, как в природе, так и в компьютерных науках. Компьютерные черви – это малваре, способные автоматически распространяться по компьютерным сетям, проникая в различные узлы и поражая их вредоносным кодом.

**Недостатки (Gap)**

Главным недостатком в противодействии угрозам является большое количество посредственных антивирусов, предоставляющих неполную защиту

**Идея**

Создание универсального антивируса, встроенного в операционную систему.

**Краткий текст обзора**

Задача изучения угрозы вирусов состоит в понимании как им противодействовать. Поэтому анализ принципов работы антивирусов состоит в рассмотрении их алгоритмов нахождения угроз, что и было произведено в данной работе. Опасность вредоносного софта до сих пор актуальна по сегодняшний день,

ежедневно появляются новые разновидности угроз, с которыми борются разработчики антивирусов.

Значительное внимание раньше уделялось изучению “Center Manifold Theorem”. Приближенное решение системы в нормальной форме Пуанкаре использует формулы, вычисляемые из частных производных системы.[[1]](https://www.zotero.org/google-docs/?3R0QdZ) Также представлено новое доказательство существования центрального многообразия в негиперболической точке равновесия векторного поля.[[2]](https://www.zotero.org/google-docs/?hhuo2W) Рассмотрены случайные динамические системы, возникающие при влиянии шума на параметры нелинейных систем. [[3]](https://www.zotero.org/google-docs/?iaoiYB) В заключение, представлена модель Маллинса-Секерки - нелокальная эволюционная модель для гиперповерхностей. Анализ основан на теории центрального многообразия и максимальной регулярности. Таким образом, центральные многообразия связываются с формализмом Маллинса-Секерки.[[4]](https://www.zotero.org/google-docs/?UrhhrJ) Изучение Center Manifold Theorem в 90-х годах пригодилось в кибербезопасности, где эта теорема используется для анализа и понимания поведения устойчивых точек.[[5]](https://www.zotero.org/google-docs/?ckQADK)

На данный момент количество вирусов и других вредоносных программ достигает 200 000 штук, большинство из них являются вариантами уже существующих программ. Также [Ö. A. Aslan и R. Samet](https://www.zotero.org/google-docs/?5iVi69) говорит о использовании проактивных детекторов для обнаружения вредоносных программ без обновления базы данных сигнатур [[2]](https://www.zotero.org/google-docs/?skGLEt). [D. Adjeroh, и S. S. Iyengar](https://www.zotero.org/google-docs/?5iVi69) описывают две методики обнаружения угроз компьютерных червей - на основе сигнатур и на основе аномалий.[[4](https://www.zotero.org/google-docs/?DyHOEg)] Также описывается как можно обнаружить распространяющийся компьютерный червь, исходя из его поведения без воздействия на виртуальные машины облака.[[6], [7], [8]](https://www.zotero.org/google-docs/?WhldOK). Таким образом, в источниках  [[9], [10], [11]](https://www.zotero.org/google-docs/?TrD7tP) представлены различные аспекты угроз компьютерных червей - их разнообразие, моделирование и методы предотвращения.

Главным недостатком антивирусов является их разнообразное количество, представляющих из себя слабый защитный софт, что для пользователя становится трудным в нахождении качественного ПО. В нашей статье мы предлагаем создать мощный, встроенный в операционные системы, антивирус. Убирающий необходимость в использовании сторонних, некачественных антивирусов.
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